
Risks organized in an
organisational chart = RBS

11  Project risk mgmt

Inputs

Project Scope Statement

Cost Mgmt. plan

Schedule Mgmt. Plan

Comm. Mgmt. Plan

EEF

OPA

RM plan

Activity Costs Estimates

Activity Duration Estimates

Scope baseline

Project scope statement

WBS

WBS dictionary

Stakeholder Register

Cost Mgmt. Plan

Schedule Mgmt. Plan

Quality Mgmt. Plan

P doc's

EEF

OPA

Risk Register

RM Plan

Project Scope Statement

OPA

Risk Register

RM Plan

Cost Mgmt. Plan

Schedule Mgmt. Plan

OPA

Risk Register

RM Plan

Risk Register

PP

Work Performance Information

Performance Reports

Outputs

RM plan

Risk register

Updt. Risk register

Risk groups by category

Watch list

Risk ranking compared to other P

List of prioritised risks (incl. probability / impact ratings)

List of risks for additional analysis

Trends

Updt. Risk register

Quantified probability of meeting cost & time objectives

Prioritised list of quantified risks

Amount of contingency time / cost needed

Possible completion dates / project costs
with confidence level

Trends in quantitative risk analysis

Updt. Risk register

Residual risks Remaining risks / monitor closely / validate

Contingency plans Plans describing specific action to opp./threats

Risk response owner Free up time of PM

Secondary risks New risks from response planning

Risk triggers
Now when to take action / triggers
contingency response

Contracts Have to be taken into consideration in RM done by PM

Fallback plans If contingency fails

Contingency reserves Reserves in time & cost

Change requests

Updt. Risk register

Outcomes of risk reassessment

Update to previous parts of RM

Closing of risks

Detail of what happened when risk occurred

Lessons learned

Quality audits

Updt. PP / P doc's

OPA Updt.

Processes

11.1 Plan risk mgmt

Define how RM will be structured & performed
How much time do we spend on risks
Who will be involved

Determine how you will do planning - part
of all mgmt. plans

Finalize the "how to execute & ctrl." parts
of all mgmt. plans

Develop realistic & final PP &
performance baseline

Tools/Techniques Planning meetings

Input

Project Scope Statement

Cost Mgmt. Plan

Schedule Mgmt. Plan

Comm. Mgmt. Plan

EEF

OPA

Output RM plan Content

Methodology How will you perform risk mgmt.

Roles & responsibility Who will do what

Budget Includes costs for RM process

Timing When do we perform RM

Risk categories

by category...

External Regulatory/Government/Market shifts

Internal
Changes to time/cost/scope -
People/Equipment

Technical Changes in technology

Unforeseeable Only approx. 10%

generated by...

Customer

Supplier

Lack of P mgmt

Resistance to change

by source...

Schedule

Scope

Cost

Quality

Resources

Customer satisfaction

Definition of probability Helps standardize interpretation of risks

Stakeholder tolerances

Reporting formats

Tracking
How the risk process will be audited

How information will be documented

11.2 Identify risks

Risks are identified involving stakeholders, literature, reviews & research
Everyone should be involved in risk identification
Primarily occurrs in Initiation & Planning process groups

Perform risk identification, qualitative &
quantitative risk analysis, & risk response
planning

Risks responses are documented in:
- Identify Risks => potential response
- Plan Risk Response => Selected response plan

Tools/Techniques

Documentation review Look for risks in the existing doc's

Information Gathering Technique

Brainstorming

Delphi Technique
Experts participate anonymously

Can be used for estimating TIME / COST

Interviewing

Root Cause Analysis
Identified risks are recognized by root
causes hence identifying more risks

Checklist Analysis Looks at checklist of risk categories to identify risks

Assumption Analysis Analyse the assumptions made

SWOT Analysis
Identifies strength & weaknesses opening
threats & opportunities

Diagramming Technique
Cause & Effect diagrams

Flowcharts

Tools for Q mgmt.

Expert Judgement

Inputs

RM plan

Activity Costs Estimates

Activity Duration Estimates

Scope baseline

Project scope statement

WBS

WBS dictionary

Stakeholder Register

Cost Mgmt. Plan

Schedule Mgmt. Plan

Quality Mgmt. Plan

P doc's

EEF

OPA

Output Risk register

Is constantly updt'ed during RM process

Content changes depending on the step in the process

Content

List of risks

List of potential responses

Root cause of risk

Updt. risk categories

11.3 Perform qualitative risk analysis

Analysis impact & probability of risks on Project
Determines which ones warrant a response
Is a subjective evaluation

Perform risk identification, qualitative &
quantitative risk analysis, & risk response
planning

Involves

Determining probability of risk occurring Using a scale (part of OPA)

Determining impact of risk occurring Using a scale (part of OPA)

Tools/Techniques

Probability & impact matrix X axis = Impact / Y axis = Probability

Risk data quality assessment

Looks at the quality of the evaluated risk information

Determines

Extent of understanding of risk

Data available about risk

Quality of the data

Reliability of data

Risk categorisation Regroups the existing risks to find new risks

Risk urgency assessment Noting risks that move faster through process

Expert Judgement

Input

Risk Register

RM Plan

Project Scope Statement

OPA

Output Updt. Risk register

Risk groups by category

Watch list

Risk ranking compared to other P

List of prioritised risks (incl. probability / impact ratings)

List of risks for additional analysis

Trends

Can be also used to:
- Compare risks to other Projects
- Determine if Project should be
selected/terminated/continued
- Determine next process (how to
proceed)

11.4 Perform quantitative risk analysis

Numerically analysis impact & probability of risks moved forward from previous process on Project
Is an objective / numerically evaluation
Use this process only if worth time & money
This process means RISK ASSESSMENT

Perform risk identification, qualitative & quantitative risk analysis, & risk response planning

Involves

Further investigation of highest risks on Project

Determine type of probability distribution

Triangular

Normal

Beta

Purpose

Determine which events warrant response

Determine overall Project risk (risk exposure)

Determine probability of meeting Project objectives

Determine cost / schedule reserves

Identify risks requiring most attention

Create realistic cost / schedule / scope targets

Tools/Techniques Quantitative Prob. & Impact

Interviewing

Cost & time estimating

Delphi Technique
Experts participate anonymously

Can be used for estimating TIME / COST

Historical records

Expert judgement

EMV Analysis EMV = P [%] x I [€]

Monte Carlo analysis

Done with computer based software

Evaluates overall risk of Project

Determines probability of finishing P on specific day / costs

Determines probability of activity being on critical path

Takes path convergence into account [network diagram]

Translates uncertainties into impacts

Assessment of cost / schedule impacts

Results in probability distribution

Decision trees

Takes future events into account by making decision today

Calculates EMV more complex

Involves mutual exclusivity

Input

Risk Register

RM Plan

Cost Mgmt. Plan

Schedule Mgmt. Plan

OPA

Output Updated Risk register

Quantified probability of meeting cost & time objectives

Prioritised list of quantified risks

Amount of contingency time / cost needed

Possible completion dates / project costs
with confidence level

Trends in quantitative risk analysis

11.5 Plan risk responses

What are we doing about our top risks
Find ways to reduce or eliminate threats and enhance opportunities

Perform risk identification, qualitative & quantitative risk analysis, & risk response planning

Involves

Eliminate threats before they happen

Make sure opportunities happen

Decrease probability / impact of threats

Increase the probability / impact of opportunities

...For Residual Risks
Contingency Plans

Fallback Plans

Tools/Techniques

Strategies for threats or opportunities
Risk Response Strategies
Risk Mitigation Strategies

Threats

Accept

Do nothing

Contingency reserves

Must be comm. with stakeholders

Avoid Eliminate threat by eliminating cause

Mitigate Reduce probability / impact

Transfer / Deflect / Allocate Make another party responsible

Leaves secondary risk

Opportunities

Accept

Do nothing

Contingency reserves

Must be comm. with stakeholders

Exploit Add work / change P to make sure opp. occurs

Enhance Increase likelihood of occurrence

Share Allocate to third party

Contingent Response Planning

Expert Judgement

Input
Risk Register

RM Plan

Output

Risk register Updt.

Residual risks Remaining risks / monitor closely / validate

Contingency plans Plans describing specific action to opp./threats

Risk response owner Free up time of PM

Secondary risks New risks from response planning

Risk triggers Now when to take action / triggers contingency response

Contracts Have to be taken into consideration in RM done by PM

Fallback plans If contingency fails

Contingency reserves
Reserves in time & cost

Additional costs to Project

Mgmt. reserves are estimated (e.g. 5% of P costs)

PP Updt. Imply changes out of risk response planning [work packages / schedule / etc.]

P Doc's Updt. Roles & responsibility may change / stakeholder mgmt strategy / etc.

11.6 Monitor & control risks

Implements risk response plans
Tracks & identifies risks
Evaluate risk process effectiveness

Take action to ctrl. the Project

Measure performance against other
metrics determined by PM

Determine variances & if they warrant
corrective action or change request

Influence the factors that cause change

Request changes

Perform Risk assessments & audits

Manage reserves

Involves

Look for occurrence of risk triggers

Monitor residual risks

Identify new risks

Evaluate effectiveness of RM plan

Develop new risk responses

Collect & comm. risk status

Determine if assumptions are still correct

Ensure procedures are being followed

Revisit watch list

Recommend corrective actions

Look for unexpected effects

Reevaluate risk identification when P deviates

Updt. RM plan

Look at changes

Updt. PP / P Doc's

Create database of risks

Perform variance analysis

Use contingency reserves

Workarounds
Unplanned responses

Sign of poor RM

Risk reassessment Review RM plan / Risk Register & adjust

Risk audits

Have you identified all risks

Are correct plans set in place

Results in identification "Lesson Learned"

Reserve analysis validating reserves

Status meetings

focus on risks

identify new risks

Make sure response plan remains appropriate

Closing of risks Reserves are returned to company

Tools/Techniques

Risk Reassessment

Risk Audits

Variance & Trend Analysis

Technical Performance measurement

Reserve Analysis

Status Meetings

Input

Risk Register

PP

Work Performance Information

Performance Reports

Output

Change requests incl. recommended corrective actions

Risk register Updt.

Outcomes of risk reassessment

Update to previous parts of RM

Closing of risks

Detail of what happened when risk occurred

Lessons learned

Quality audits

PP Updt.
Imply changes out of mon. & ctrl. risk
process [work packages / schedule / etc.]

P Doc's Updt.
Roles & responsibility may change /
stakeholder mgmt strategy / etc.

OPA Updt. Updt. checklists / templates / etc.


